**Question**

**Create a user in your localhost, which should not be able to execute the sudo command.**

**My Approach**

When a new user is created in Linux, they do not automatically have sudo privileges. Sudo access, which allows users to execute commands with elevated privileges, is typically granted by system administrators on an as-needed basis. This ensures that users only have access to the commands and resources necessary for their tasks, enhancing security and minimizing the risk of unintended system changes.

**1 : Add new User**

**Command = sudo adduser newusername**

**2 : To provide Sudo Access**

**Command = sudo usermod -aG sudo newusername**

**3 : To remove Sudo Access**

**Command = gpasswd -d newusername sudo**

NOTE -> WE can also grant and remove sudo access using ‘visudo’ also.